Приложение 1

к приказу от 07.11.2023 № 74/01-05

**Политика обработки персональных данных**

**в Контрольно-счетной палате Москвы**

### **1. Общие положения**

1.1. Политика обработки персональных данных в Контрольно-счетной палате Москвы (далее – Политика, ПДн, КСП Москвы) подготовлена в соответствии со ст.18.1. Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных» (далее – Федеральный закон «О персональных данных») в целях соблюдения законодательства Российской Федерации, регулирующего отношения, связанные с обработкой и обеспечением безопасности персональных данных, и действует в отношении всех персональных данных, которые КСП Москвы может получить от субъектов персональных данных.

1.2. Политика раскрывает основные категории персональных данных, обрабатываемых КСП Москвы, цели, способы и принципы обработки персональных данных, права и обязанности КСП Москвы при обработке персональных данных, права субъектов персональных данных.

1.3. Политика является общедоступным документом, декларирующим концептуальные основы деятельности КСП Москвы при обработке персональных данных.

1.4. Политика распространяется на персональные данные, полученные как до, так и после подписания настоящей Политики.

1.5. Политика разработана на основе норм Конституции Российской Федерации, Трудового кодекса Российской Федерации, Федерального закона от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации», Федерального закона от 27.07.2004 № 79-ФЗ «О государственной гражданской службе Российской Федерации», Порядка ведения личных дел лиц, замещающих государственные должности Российской Федерации в порядке назначения и государственные должности федеральной государственной службы, утвержденного Указом Президента Российской Федерации от 01.06.98 № 640, Положения о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела, утвержденного Указом Президента Российской Федерации от 30.05.2005 № 609, Постановления Правительства Российской Федерации от 15.09.2008 № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации», Постановления Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных», Закона города Москвы от 26.01.2005 № 3 «О государственной гражданской службе города Москвы», Закона города Москвы от 30.06.2010 № 30 «О Контрольно-счетной палате Москвы».

### **2. Основные термины и определения**

**Персональные данные** – любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

**Персональные данные, разрешенные субъектом персональных данных для распространения,** – персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном законодательством Российской Федерации.

**Биометрические персональные данные** – сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность, и которые используются оператором для установления личности субъекта персональных данных.

**Специальные категории персональных данных** – категории персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни.

**Информация** – сведения (сообщения, данные) независимо от формы их представления.

**Доступ к информации (доступ)** – ознакомление с информацией, ее обработка, в частности, копирование, модификация или уничтожение информации.

**Несанкционированный доступ (НСД)** – доступ к информации, хранящейся на различных типах носителей (бумажных, магнитных, оптических и т. д.) в компьютерных базах данных, файловых хранилищах, архивах, секретных частях и т.д., различных организаций путем изменения (повышения, фальсификации) своих прав доступа.

**Носитель информации** – любой материальный объект или среда, используемый для хранения или передачи информации.

**Субъекты персональных данных** – лица, замещающие государственные должности города Москвы, должности государственной гражданской службы города Москвы в КСП Москвы (далее – должностные лица, работники), иные физические лица.

**Персональные данные государственного гражданского служащего** – сведения о фактах, событиях и обстоятельствах жизни государственного гражданского служащего, позволяющие идентифицировать его личность  
и содержащиеся в личном деле государственного гражданского служащего либо подлежащие включению в его личное дело.

**Оператор** – КСП Москвы или физические лица – работники КСП Москвы, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных,  
а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными.

**Обработка персональных данных** – любое действие (операция)  
или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

**Автоматизированная обработка персональных данных** – обработка персональных данных с помощью средств вычислительной техники.

**Распространение персональных данных** – действия, направленные  
на раскрытие персональных данных неопределенному кругу лиц.

**Предоставление персональных данных** – действия, направленные  
на раскрытие персональных данных определенному лицу или определенному кругу лиц.

**Трансграничная передача персональных данных** – передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу  
или иностранному юридическому лицу.

**Блокирование персональных данных** – временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных).

**Уничтожение персональных данных** – действия, в результате которых становится невозможным восстановить содержание персональных данных  
в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

**Информационная система персональных данных** – совокупность содержащихся в базах данных персональных данных и обеспечивающих  
их обработку информационных технологий и технических средств.

**Обезличивание персональных данных** – действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных.

**Конфиденциальность персональных данных** – обязательное для соблюдения оператором требование не раскрывать третьим лицам персональные данные и не допускать их распространение без согласия субъектов персональных данных или наличия иного законного основания.

**Безопасность персональных данных** – состояние защищенности персональных данных, характеризуемое способностью пользователей, технических средств и информационных технологий обеспечить конфиденциальность, целостность и доступность персональных данных  
при их обработке в информационных системах персональных данных.

**Защита персональных данных** – деятельность КСП Москвы, включающая принятие правовых, организационных и технических мер, направленных на обеспечение защиты от неправомерного доступа, уничтожения, модифицирования, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении персональных данных.

**Режим защиты персональных данных** – нормативно установленные правила, определяющие ограничения доступа к персональным данным, порядок передачи и условия их хранения.

### **3. Перечень субъектов, персональные данные которых обрабатываются в КСП Москвы**

К субъектам персональных данных, персональные данные которых обрабатываются КСП Москвы как оператором, относятся:

1. лица, замещающие государственные должности города Москвы в КСП Москвы;
2. лица, замещающие должности государственной гражданской службы города Москвы в КСП Москвы;
3. родственники вышеуказанных категорий субъектов ПДн КСП Москвы;
4. лица, ранее замещавшие государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы;
5. претенденты на замещение должности государственной гражданской службы города Москвы в КСП Москвы;
6. соискатели на должности, направившие резюме в КСП Москвы;
7. кандидаты на участие в конкурсе на замещение вакантной должности государственной гражданской службы города Москвы в КСП Москвы, на включение в кадровый резерв КСП Москвы;
8. контрагенты КСП Москвы (физические лица);
9. представители (работники) контрагентов КСП Москвы (юридических лиц);
10. работники объектов контроля (проверяемых организаций);
11. физические лица, направляющие обращения в КСП Москвы;
12. физические лица – студенты, проходящие практику в КСП Москвы;
13. физические лица – посетители КСП Москвы, пропускаемые в здание расположения КСП Москвы.

### **4. Права и обязанности КСП Москвы как оператора и субъекта(ов) персональных данных**

4.1. КСП Москвы как оператор персональных данных, осуществляя обработку ПДн, вправе:

4.1.1. Отстаивать свои интересы в суде.

4.1.2. Предоставлять персональные данные субъектов третьим лицам, если это предусмотрено действующим законодательством (налоговые, правоохранительные органы и др.).

4.1.3. Использовать персональные данные субъекта без его согласия   
в случаях, предусмотренных законодательством Российской Федерации.

4.1.4. Ограничивать доступ субъекта персональных данных к его ПДн   
в соответствии с законодательством Российской Федерации, в том числе   
в случае, если доступ нарушает права и законные интересы третьих лиц.

4.1.5. Поручать обработку ПДн другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом,  
на основании заключаемого с этим лицом договора.

4.1.6. Не предоставлять субъекту персональных данных информацию   
о наличии ПДн, относящихся к соответствующим субъектам, а также  
не предоставлять возможность ознакомления с этими ПДн при обращении  
и (или) поступлении запросов указанных субъектов персональных данных  
или их представителей в случаях, если:

* субъект персональных данных уведомлен об осуществлении обработки его ПДн соответствующим оператором;
* персональные данные получены на основании федерального закона или в связи с исполнением договора, стороной которого,  
  либо выгодоприобретателем или поручителем по которому является субъект персональных данных;
* персональные данные сделаны общедоступными соответствующим субъектом персональных данных или получены из общедоступного источника;
* оператор осуществляет обработку ПДн для статистических или  
  иных исследовательских целей, если при этом не нарушаются права  
  и законные интересы соответствующих субъектов персональных данных;
* предоставление субъекту персональных данных указанных сведений нарушает права и законные интересы третьих лиц.

4.2. Оператор персональных данных обязан:

1) соблюдать требования законодательства Российской Федерации  
в области обработки и защиты ПДн;

2) при сборе ПДн предоставить субъекту персональных данных  
по его просьбе информацию, касающуюся обработки ПДн;

3) если предоставление ПДн является обязательным в соответствии  
с федеральным законом, работники КСП Москвы обязаны разъяснить субъекту персональных данных юридические последствия отказа предоставить его персональные данные;

4) при сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети «Интернет», обеспечить запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение ПДн граждан Российской Федерации с использованием  
баз данных, находящихся на территории Российской Федерации;

5) опубликовать или иным образом обеспечить неограниченный доступ к актуальному документу, определяющему политику оператора в отношении обработки ПДн, к сведениям о реализуемых требованиях к защите персональных данных (настоящую Политику);

6) принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты ПДн от неправомерного  
или случайного доступа к ним;

7) сообщить субъекту персональных данных или его представителю информацию о наличии ПДн, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления  
с этими ПДн при обращении субъекта персональных данных  
или его представителя;

8) уточнять персональные данные субъектов, блокировать или уничтожать их в случае, если они являются неполными, устаревшими, неточными, незаконно полученными или не могут быть признаны необходимыми для заявленной цели обработки;

9) прекратить обработку ПДн в случае отзыва субъектом персональных данных согласия на обработку его персональных данных. КСП Москвы вправе продолжить обработку ПДн без согласия субъекта персональных данных при наличии оснований, указанных в п.п.2 - 11 ч.1 ст.6, ч.2 ст.10 и ч.2 ст.11 Федерального закона «О персональных данных».

10) в случае обращения субъекта персональных данных в КСП Москвы с требованием о прекращении обработки ПДн, КСП Москвы обязана в срок, не превышающий десяти рабочих дней с даты получения КСП Москвы соответствующего требования, прекратить их обработку или обеспечить прекращение такой обработки. Указанный срок может быть продлен, но не более чем на пять рабочих дней в случае направления КСП Москвы в адрес субъекта персональных данных мотивированного уведомления с указанием причин продления срока предоставления запрашиваемой информации. КСП Москвы вправе продолжить обработку ПДн без согласия субъекта персональных данных при наличии оснований, указанных в п.п.2 - 11 ч.1 ст.6, ч.2 ст.10 и ч.2 ст.11 Федерального закона «О персональных данных».

11) в случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных, повлекшей нарушение прав субъектов персональных данных, КСП Москвы обязана с момента выявления такого инцидента КСП Москвы, Федеральной службой по надзору в сфере связи, информационных технологий и массовых коммуникаций (далее – Роскомнадзор) или иным заинтересованным лицом,   
в течение 24 часов уведомить Роскомнадзор о произошедшем инциденте,   
о предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, и предполагаемом вреде, нанесенном правам субъектов персональных данных, о принятых мерах по устранению последствий соответствующего инцидента, а также предоставить сведения о лице, уполномоченном КСП Москвы на взаимодействие с Роскомнадзором, по вопросам, связанным с выявленным инцидентом. В течение 72 часов уведомить Роскомнадзор о результатах внутреннего расследования выявленного инцидента, а также предоставить сведения о лицах, действия которых стали причиной выявленного инцидента (при наличии).

4.3. Субъект персональных данных имеет право на:

* получение информации об обработке его персональных данных в КСП Москвы;
* доступ к своим персональным данным, включая право на получение копии любой записи, содержащей его ПДн, за исключением случаев, предусмотренных ч.8 ст.14 Федерального закона «О персональных данных»;
* уточнение своих персональных данных, их блокирование  
  или уничтожение в случае, если ПДн являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки;
* дополнение своих персональных данных оценочного характера заявлением, выражающим собственную точку зрения;
* извещение всех лиц, которым ранее были сообщены неверные или неполные ПДн, обо всех произведенных в них исправлениях или дополнениях;
* отзыв согласия на обработку персональных данных;
* отзыв согласия на обработку персональных данных, разрешенных для распространения;
* принятие предусмотренных законом мер по защите своих прав;
* обращение в КСП Москвы. КСП Москвы рассматривает любые обращения и жалобы со стороны субъектов персональных данных, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц (при наличии) и урегулирования спорных и конфликтных ситуаций в досудебном порядке;
* обжалование действия или бездействия КСП Москвы, осуществляемого с нарушением требований законодательства Российской Федерации в области персональных данных, в уполномоченный орган по защите прав субъектов персональных данных или в суд;
* осуществление иных предусмотренных законодательством прав.

### **5. Принципы обработки персональных данных**

5.1. КСП Москвы, являясь оператором персональных данных, осуществляет обработку ПДн работников КСП Москвы и других субъектов персональных данных, не состоящих с КСП Москвы в трудовых отношениях.

5.2. Обработка персональных данных в КСП Москвы осуществляется с учетом необходимости обеспечения защиты прав и свобод работников КСП Москвы и других субъектов персональных данных, в том числе защиты права на неприкосновенность частной жизни, личную и семейную тайну, на основе следующих принципов:

* обработка ПДн осуществляется в КСП Москвы на законной и справедливой основе;
* обработка ПДн ограничивается достижением конкретных заранее определенных и законных целей;
* не допускается обработка ПДн, несовместимая с целями сбора персональных данных;
* не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;
* обработке подлежат только ПДн, которые отвечают целям их обработки;
* содержание и объем обрабатываемых персональных данных соответствуют заявленным целям обработки. Не допускается избыточность обрабатываемых ПДн по отношению к заявленным целям их обработки;
* при обработке персональных данных обеспечиваются точность ПДн, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки ПДн. КСП Москвы принимаются необходимые меры (либо обеспечивается их принятие) по удалению или уточнению неполных или неточных персональных данных;
* хранение ПДн осуществляется в недоступном для посторонних лиц месте, в форме, позволяющей определить субъекта персональных данных, не дольше, чем того требуют цели обработки персональных данных, если срок хранения ПДн не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;
* обрабатываемые ПДн уничтожаются либо обезличиваются по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом;
* не допускается передача ПДн третьим лицам без соответствующего основания.

### **6. Правовые основания обработки персональных данных**

6.1. Правовым основанием обработки ПДн является совокупность нормативных правовых актов, во исполнение которых и в соответствии  
с которыми КСП Москвы осуществляет обработку персональных данных,  
в том числе нормативных правовых актов, регулирующих отношения, связанные с деятельностью КСП Москвы:

Конституция Российской Федерации (принята всенародным голосованием 12.12.93 с изменениями, одобренными в ходе общероссийского голосования 01.07.2020);

Трудовой кодекс Российской Федерации;

Гражданский кодекс Российской Федерации;

Уголовный кодекс Российской Федерации;

Кодекс Российской Федерации об административных правонарушениях;

Налоговый Кодекс Российской Федерации;

Федеральный закон от 27.07.2004 № 79-ФЗ «О государственной гражданской службе Российской Федерации»;

Федеральный закон от 02.03.2007 № 25-ФЗ «О муниципальной службе   
в Российской Федерации».

Федеральный закон от 07.02.2011 № 6-ФЗ «Об общих принципах организации и деятельности контрольно-счетных органов субъектов Российской Федерации, федеральных территорий и муниципальных образований»;

Федеральный закон от 06.12.2011 № 402-ФЗ «О бухгалтерском учете»;

Федеральный закон от 22.10.2004 № 125-ФЗ «Об архивном деле в РФ»;

Федеральный закон от 29.12.2006 № 255-ФЗ «Об обязательном социальном страховании на случай временной нетрудоспособности и в связи с материнством»;

Федеральный закон от 01.04.96 № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системе обязательного пенсионного страхования»;

Федеральный закон от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании в Российской Федерации»;

Федеральный закон от 02.05.2006 № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

Федеральный закон от 28.03.98 № 53-ФЗ «О воинской обязанности и военной службе»;

Федеральный закон от 25.12.2008 № 273-ФЗ «О противодействии коррупции»;

Федеральный закон от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации»;

Указ Президента Российской Федерации от 01.06.98 № 640 «О порядке ведения личных дел лиц, замещающих государственные должности Российской Федерации в порядке назначения и государственные должности федеральной государственной службы»;

Указ Президента Российской Федерации от 30.05.2005 № 609 «Об утверждении Положения о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела»;

Приказ Росархива от 20.12.2019 № 236 «Об утверждении Перечня типовых управленческих архивных документов, образующихся в процессе деятельности государственных органов, органов местного самоуправления и организаций, с указанием сроков их хранения»;

Приказ Министра обороны Российской Федерации от 22.11.2021 № 700 «Об утверждении инструкции об организации работы по обеспечению функционирования системы воинского учета»;

Приказ Министерства науки и высшего образования Российской Федерации № 885 и Министерства просвещения Российской Федерации № 390 от 05.08.2020 «О практической подготовке обучающихся»;

Постановление Правительства Российской Федерации от 27.11.2006 № 719 «Об утверждении Положения о воинском учете»;

Постановление Правления Пенсионного фонда Российской Федерации от 31.10.2022 № 243п «Об утверждении форм и форматов сведений, используемых для регистрации граждан в системе индивидуального (персонифицированного) учета, и Порядка заполнения форм указанных сведений»;

Закон города Москвы от 26.01.2005 № 3 «О государственной гражданской службе города Москвы»;

Закон города Москвы от 15.07.2005 № 43 «О государственных должностях города Москвы»;

Закон города Москвы от 10.09.2008 № 39 «О бюджетном устройстве и бюджетном процессе в городе Москве»;

Закон города Москвы от 30.06.2010 № 30 «О Контрольно-счетной палате Москвы»;

Положение о Контрольно-счетной палате Москвы;

Регламент Контрольно-счетной палаты Москвы;

Регламент работы комиссии по проведению конкурсов на замещение вакантной должности государственной гражданской службы города Москвы в Контрольно-счетной палате Москвы и включение в кадровый резерв Контрольно-счетной палаты Москвы.

6.2. Правовым основанием обработки ПДн также являются служебные контракты, договоры, заключаемые между КСП Москвы и субъектами персональных данных; [согласие](consultantplus://offline/ref=C910915465611E20F8884B4FCB6B6C199CADEF2CA5EF54FAA664ADDC2DD31A700ECE2027837FA19037EAA0BBFB2985EF6B0627B0B4150F93hFq2L) субъектов персональных данных на обработку их ПДн.

### **7. Цели обработки персональных данных**

7.1. КСП Москвы обрабатывает ПДн лиц, замещающих государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы, исключительно в следующих целях:

* обеспечения соблюдения трудового законодательства, законодательства о государственной гражданской службе Российской Федерации и города Москвы;
* обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции;
* ведения кадровой работы и бухгалтерского учета;
* профессионального развития;
* открытия банковского счета, предоставления банковской карты для перечисления заработной платы и других выплат;
* формирования кадрового состава;
* участия лица в производстве об административных правонарушениях, в гражданском, административном судопроизводстве, судопроизводстве в арбитражных судах;
* размещения на официальном сайте и в социальных сетях в целях реализации принципа гласности и открытости;
* обеспечения пропускного режима на территорию оператора.

7.2. КСП Москвы обрабатывает ПДн родственников лиц, замещающих государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы, исключительно в следующих целях:

* обеспечения соблюдения трудового законодательства, законодательства о государственной гражданской службе Российской Федерации и города Москвы;
* обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции;
* ведения кадровой работы и бухгалтерского учета.

7.3. КСП Москвы обрабатывает ПДн лиц, ранее замещавших государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы исключительно в целях ведения кадровой работы и бухгалтерского учета.

7.4. КСП Москвы обрабатывает ПДн претендентов на замещение должностей государственной гражданской службы города Москвы в КСП Москвы исключительно в следующих целях:

* обеспечения соблюдения трудового законодательства, законодательства о государственной гражданской службе Российской Федерации и города Москвы;
* обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции;
* ведения кадровой работы и бухгалтерского учета;
* формирования кадрового состава.

7.5. КСП Москвы обрабатывает ПДн соискателей на должности, направивших резюме в КСП Москвы исключительно в целях формирования кадрового состава КСП Москвы.

7.6. КСП Москвы обрабатывает ПДн кандидатов на участие в конкурсе на замещение вакантных должностей государственной гражданской службы города Москвы в КСП Москвы, на включение в кадровый резерв КСП Москвы исключительно в целях:

* ведения кадровой работы;
* формирования кадрового состава.

7.7. КСП Москвы обрабатывает ПДн работников объектов контроля (проверяемых организаций) исключительно в целях участия лица в производстве об административных правонарушениях, в гражданском, административном судопроизводстве, судопроизводстве в арбитражных судах.

7.8. КСП Москвы обрабатывает ПДн физических лиц – студентов, проходящих практику в КСП Москвы, исключительно в следующих целях:

* обеспечения прохождения ознакомительной, производственной или преддипломной практики на основании договора с учебным заведением;
* ведения кадровой работы и бухгалтерского учета.

7.9. КСП Москвы обрабатывает ПДн физических лиц – контрагентов исключительно в следующих целях:

* подготовки, заключения и исполнения контракта, гражданско-правового договора;
* ведения кадровой работы и бухгалтерского учета.

7.10. КСП Москвы обрабатывает ПДн физических лиц – представителей юридических лиц исключительно в следующих целях:

* подготовки, заключения и исполнения контракта, гражданско-правового договора;
* ведения бухгалтерского учета.

7.11. КСП Москвы обрабатывает ПДн физических лиц – граждан, обратившихся в КСП Москвы, исключительно в целях выполнения требований законодательства о порядке рассмотрения обращений граждан.

7.12. КСП Москвы обрабатывает ПДн физических лиц – посетителей исключительно в целях обеспечения пропускного режима на территорию оператора.

### **8. Объем и категории обрабатываемых персональных данных**

8.1. Содержание и объем обрабатываемых персональных данных субъектов соответствуют целям обработки.

8.2. В рамках обработки ПДн лиц, замещающих государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы, обрабатываются минимально необходимые категории персональных данных в объемах, требуемых действующим трудовым законодательством, законодательством о государственной гражданской службе Российской Федерации, в объемах, необходимых для обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции, ведения кадровой работы и бухгалтерского учета, профессионального развития, открытия банковского счета, предоставления банковской карты для перечисления заработной платы и других выплат, формирования кадрового состава, участия лица в производстве об административных правонарушениях, в гражданском, административном судопроизводстве, судопроизводстве в арбитражных судах, обеспечения пропускного режима на территорию оператора, размещения на официальном сайте и в социальных сетях в целях реализации принципа гласности и открытости, обеспечения хозяйственной деятельности КСП Москвы.

8.3. В рамках обработки ПДн родственников лиц, замещающих государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы, обрабатываются минимально необходимые категории персональных данных в объемах, требуемых действующим законодательством Российской Федерации о государственной гражданской службе Российской Федерации, в объемах, необходимых для обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции, ведения кадровой работы и бухгалтерского учета.

8.4. В рамках обработки ПДн лиц, ранее замещавших государственные должности, должности государственной гражданской службы города Москвы в КСП Москвы, обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых действующим законодательством Российской Федерации, в объемах, необходимых для ведения кадровой работы и бухгалтерского учета.

8.5. В рамках обработки ПДн претендентов на замещение должностей государственной гражданской службы города Москвы в КСП Москвы обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых действующим трудовым законодательством, законодательством о государственной гражданской службе Российской Федерации, в объемах, необходимых для обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции, ведения кадровой работы и бухгалтерского учета, формирования кадрового состава КСП Москвы.

8.6. В рамках обработки ПДн соискателей на должности, направивших резюме в КСП Москвы, обрабатывается минимально необходимый перечень категорий персональных данных в объемах, необходимых для формирования кадрового состава КСП Москвы.

8.7. В рамках обработки ПДн кандидатов на участие в конкурсе на замещение вакантных должностей государственной гражданской службы города Москвы в КСП Москвы, на включение в кадровый резерв КСП Москвы обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых действующим законодательством Российской Федерации для проведения конкурсов на замещение должностей государственной гражданской службы, ведения кадровой работы, формирования кадрового состава КСП Москвы.

8.8. В рамках обработки ПДн работников объектов контроля (проверяемых организаций) обрабатывается минимально необходимый перечень категорий ПДн в объемах, требуемых действующим законодательством Российской Федерации в целях участия лица в производстве об административных правонарушениях, в гражданском, административном судопроизводстве, судопроизводстве в арбитражных судах.

8.9. В рамках обработки ПДн физических лиц – студентов, проходящих практику в КСП Москвы, обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых действующим законодательством Российской Федерации для обеспечения прохождения ознакомительной, производственной или преддипломной практики  
на основании договора с учебным заведением, ведения кадровой работы  
и бухгалтерского учета.

8.10. В рамках обработки ПДн физических лиц – контрагентов обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых для ведения кадровой работы и бухгалтерского учета, подготовки, заключения и исполнения гражданско-правового договора.

8.11. В рамках обработки ПДн физических лиц – представителей юридических лиц обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых для подготовки, заключения и исполнения контракта, гражданско-правового договора, ведения бухгалтерского учета.

8.12. В рамках обработки ПДн физических лиц – граждан, обратившихся в КСП Москвы, обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых действующим законодательством Российской Федерации о порядке рассмотрения обращений граждан.

8.13. В рамках обработки ПДн физических лиц – посетителей обрабатывается минимально необходимый перечень категорий персональных данных в объемах, требуемых для обеспечения пропускного режима на территорию оператора.

8.14. КСП Москвы осуществляет обработку биометрических персональных данных субъектов персональных данных, указанных в п.п.1 - 4 раздела 3 настоящей Политики, без их согласия в целях, определенных разделом 7 настоящей Политики, в соответствии с п.2 ч.1 ст.6 и ч.2 ст.11 Федерального закона «О персональных данных», положениями Федерального закона от 27.07.2004 № 79-ФЗ «О государственной гражданской службе Российской Федерации», Федерального закона от 07.02.2011 № 6-ФЗ «Об общих принципах организации и деятельности контрольно-счетных органов субъектов Российской Федерации, федеральных территорий и муниципальных образований», Федерального закона от 25.12.2008   
№ 273-ФЗ «О противодействии коррупции», Трудового кодекса Российской Федерации.

8.15. КСП Москвы выполняет обработку специальных категорий персональных данных субъектов персональных данных без их согласия в целях, указанных в разделе 7 настоящей Политики, в соответствии с подп.2.3 п.2 ч.2 ст.10 Федерального закона «О персональных данных», за исключением случаев получения персональных данных у третьей стороны в соответствии с п.3 ст.86 Трудового кодекса Российской Федерации.

### **9. Порядок и условия обработки персональных данных**

9.1. В КСП Москвы обработка ПДн субъектов осуществляется в целях, указанных в разделе 7 настоящей Политики.

9.2. В КСП Москвы обрабатываются категории ПДн, указанные  
в разделе 7 настоящей Политики.

9.3. Перечень обрабатываемых персональных данных, категории ПДн, категории субъектов, персональные данные которых обрабатываются, способы, сроки их обработки и хранения, порядок уничтожения персональных данных при достижении целей их обработки или при наступлении иных законных оснований для каждой цели обработки персональных данных приведены в приложении 1.

9.4. Обработка ПДн в КСП Москвы осуществляется при условии получения согласия субъектов персональных данных или в соответствии  
с ч. 2-11 п. 1 ст. 6 Федерального закона «О персональных данных». Согласие субъекта персональных данных оформляется в письменной форме, если иное не установлено Федеральным законом «О персональных данных». Согласие на обработку ПДн, разрешенных субъектом персональных данных  
для распространения, оформляется отдельно от иных согласий субъекта персональных данных на обработку его персональных данных.

Письменные согласия субъектов персональных данных подлежат хранению в том структурном подразделении, которое получило согласия  
при передаче ПДн.

9.5. Обработка ПДн субъектов включает в себя следующие действия: сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

9.6. Распространение ПДн, разрешенных субъектом персональных данных для распространения, осуществляется в соответствии с требованиями ст.10.1 Федерального закона «О персональных данных».

9.7. КСП Москвы не осуществляет трансграничную передачу персональных данных (на территории иностранного государства органу власти иностранного государства, иностранному физическому лицу  
или иностранному юридическому лицу).

9.8. В КСП Москвы созданы общедоступные источники ПДн:

* + официальный сайт КСП Москвы в сети Интернет   
    (далее – официальный сайт);
  + официальные страницы КСП Москвы в социальных сетях ВКонтакте, Одноклассники.

Персональные данные (фамилия, имя, отчество, должность, квалификация, год рождения, и др.), сообщаемые субъектом персональных данных, включаются в такие источники только с письменного согласия субъекта персональных данных, за исключением случаев, предусмотренных ч.15 ст.10.1 Федерального закона «О персональных данных».

9.9. Оператор имеет право размещать на официальном сайте   
КСП Москвы персональные данные в соответствии с требованиями Федерального закона от 25.12.2008 № 273-ФЗ «О противодействии коррупции».

9.10. Сбор, запись, систематизация, накопление и уточнение (обновление, изменение) ПДн осуществляется путем получения персональных данных непосредственно от субъектов персональных данных (их законных представителей).

9.11. КСП Москвы и работники КСП Москвы, получившие доступ  
к ПДн, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

9.12. КСП Москвы вправе передавать ПДн органам дознания  
и следствия, иным уполномоченным органам по основаниям, предусмотренным действующим законодательством Российской Федерации.

9.13. Если предоставление ПДн является обязательным в соответствии с федеральным законом, работник КСП Москвы, осуществляющий сбор (получение) персональных данных непосредственно от субъектов персональных данных, обязан разъяснить субъекту персональных данных юридические последствия отказа предоставить его ПДн.

9.14. КСП Москвы в своей деятельности обеспечивает соблюдение принципов обработки ПДн, указанных в ст.5 Федерального закона «О персональных данных».

9.15. КСП Москвы в своей деятельности принимает меры, предусмотренные ч.2 ст.18.1, ч.1 ст.19 Федерального закона «О персональных данных».

К любой информации, содержащей ПДн субъекта, применяется режим конфиденциальности, за исключением:

* + обезличенных персональных данных;
  + общедоступных персональных данных;
  + персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном Согласием  
    на обработку.

Для организации деятельности по обработке ПДн в КСП Москвы назначается должностное лицо, ответственное за организацию обработки персональных данных. Для организации деятельности по защите ПДн  
при их обработке в информационных системах КСП Москвы назначается должностное лицо, ответственное за обеспечение безопасности персональных данных, обрабатываемых в информационных системах.

Режим конфиденциальности ПДн снимается в случаях их обезличивания и по истечении срока их хранения, или продлевается на основании заключения экспертной комиссии КСП Москвы, если иное не определено законом Российской Федерации.

9.16. КСП Москвы не использует для обработки персональных данных базы данных, находящиеся за пределами границ Российской Федерации.

9.17. Условия прекращения обработки ПДн КСП Москвы:

* + достижение целей обработки персональных данных;
  + утрата правовых оснований обработки персональных данных;
  + истечение срока действия согласия или отзыв согласия субъекта персональных данных на обработку его персональных данных;
  + выявление неправомерной обработки персональных данных.

9.18. Срок хранения ПДн в форме, позволяющей определить субъекта персональных данных, устанавливается не дольше, чем этого требуют цели обработки ПДн, кроме случаев, когда срок хранения персональных данных  
не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных.

9.19. Передача ПДн КСП Москвы третьим лицам осуществляется  
в целях соблюдения законодательства Российской Федерации, для достижения целей обработки, а также в интересах и с согласия субъектов персональных данных.

### **10. Актуализация, исправление, удаление и уничтожение персональных данных, ответы на запросы субъектов на доступ к персональным данным**

10.1. В случае выявления неправомерной обработки персональных данных КСП Москвы осуществляет блокирование неправомерно обрабатываемых ПДн.

10.2. В случае выявления неточных персональных данных КСП Москвы осуществляет блокирование соответствующих ПДн на период проверки.   
В случае подтверждения факта неточности персональных данных  
КСП Москвы на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов, уточняет персональные данные и снимает блокирование ПДн.

10.3. КСП Москвы обязана сообщить субъекту персональных данных или его представителю информацию об осуществляемой обработке ПДн такого субъекта по запросу последнего.

10.4. Сведения, касающиеся обработки ПДн, предоставляются субъекту персональных данных или его представителю при получении запроса субъекта персональных данных или его представителя. Запрос может быть направлен  
в форме электронного документа и подписан электронной подписью  
в соответствии с законодательством Российской Федерации.

10.5. Рассмотрение запросов субъектов персональных данных или  
их представителей, а также уполномоченного органа по защите прав субъектов персональных данных:

10.5.1. Субъекты персональных данных имеют право на получение информации, касающейся обработки их ПДн, в том числе содержащей:

* подтверждение факта обработки персональных данных   
  в КСП Москвы;
* правовые основания и цели обработки персональных данных;
* применяемые в КСП Москвы способы обработки персональных данных;
* обрабатываемые персональные данные, относящиеся   
  к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;
* сроки обработки персональных данных, в том числе сроки их хранения в КСП Москвы;
* порядок осуществления субъектом персональных данных прав, предусмотренных законодательством Российской Федерации в области персональных данных;
* иные сведения, предусмотренные законодательством Российской Федерации в области персональных данных.

10.5.2. При получении запроса субъекта персональных данных  
или его представителя, а также уполномоченного органа по защите прав субъектов персональных данных, КСП Москвы предоставляет сведения  
в сроки, установленные ст.20 Федерального закона «О персональных данных».

10.6. Субъекты персональных данных вправе требовать от КСП Москвы уточнения их ПДн, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

10.7. Право субъекта персональных данных на доступ к его ПДн может быть ограничено в соответствии с федеральными законами, в том числе, если доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.

10.8. Для получения необходимой информации, касающейся обработки ПДн (п.10.5.1. настоящей Политики), субъекту (либо законному представителю) необходимо заполнить соответствующую форму запроса информации, касающейся обработки ПДн (приложения 2, 6 к настоящей Политике) и передать в структурное подразделение, ответственное за прием, обработку и регистрацию входящей корреспонденции лично, либо посредством почтового отправления.

10.9. Для уточнения определенных персональных данных субъекту (либо законному представителю) необходимо заполнить соответствующую форму запроса на уточнение ПДн (приложения 3, 7 к настоящей Политике) и передать в структурное подразделение, ответственное за прием, обработку и регистрацию входящей корреспонденции лично, либо посредством почтового отправления.

10.10. Для исключения неправомерности обработки персональных данных субъекту (либо законному представителю) необходимо заполнить соответствующую форму запроса на уничтожение ПДн (приложения 4, 8 к настоящей Политике) и передать в структурное подразделение, ответственное за прием, обработку и регистрацию входящей корреспонденции лично, либо посредством почтового отправления.

10.11. Для отзыва согласия субъекта персональных данных на обработку его ПДн субъекту (либо законному представителю) необходимо заполнить соответствующую форму отзыва согласия на обработку персональных данных (приложения 5, 9 к настоящей Политике) и передать в структурное подразделение, ответственное за прием, обработку и регистрацию входящей корреспонденции лично, либо посредством почтового отправления. В случае отзыва согласия на обработку персональных данных КСП Москвы вправе продолжить обработку ПДн без согласия субъекта персональных данных при наличии оснований, указанных в п.п.2 - 11 ч.1 ст.6, ч.2 ст.10 и ч.2 ст.11 Федерального закона «О персональных данных».

10.12. В соответствии с п.12 ст.10.1 Федерального закона «О персональных данных» субъект персональных данных, давший согласие на распространение его ПДн, вправе обратиться с требованием о прекращении передачи (распространения, предоставления, доступа) его персональных данных. Для этого необходимо заполнить соответствующую форму требования субъекта персональных данных на прекращение распространения его ПДн (приложение 10 к настоящей Политике) и передать в структурное подразделение, ответственное за прием, обработку и регистрацию входящей корреспонденции лично, либо посредством почтового отправления.

10.13. Для регистрации и контроля обращений/запросов субъектов персональных данных в КСП Москвы ведется Журнал регистрации обращений (запросов) субъектов персональных данных Контрольно-счетной палаты Москвы (приложение 11 к настоящей Политике). Журнал хранится в подразделении по вопросам государственной службы и кадров.

10.14. При достижении целей обработки ПДн, а также в случае отзыва субъектом персональных данных согласия на их обработку, ПДн подлежат уничтожению в соответствии с требованиями к подтверждению уничтожения персональных данных, утвержденных Приказом Роскомнадзора от 28.10.2022 № 179, если:

* иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;
* иное не предусмотрено иным соглашением между КСП Москвы   
  и субъектом персональных данных.

10.15. При получении запроса субъекта персональных данных или его представителя, а также уполномоченного органа по защите прав субъектов персональных данных, на устранение нарушений законодательства, допущенных при обработке ПДн, на уточнение, блокирование   
и уничтожение ПДн, КСП Москвы принимает соответствующие меры   
и уведомляет о выполненных мерах в сроки согласно требованиям ст.21 Федерального закона «О персональных данных».

10.16. При договорных отношениях с субъектом персональных данных договор не должен содержать положения, допускающие в качестве условия заключения договора бездействие субъекта персональных данных.

### **11. Заключительные положения**

11.1. Положения Политики служат основой для разработки локальных нормативных правовых актов, регламентирующих в КСП Москвы вопросы обработки ПДн работников КСП Москвы и других субъектов персональных данных.

11.2. Настоящая Политика является внутренним документом КСП Москвы, общедоступна и подлежит размещению на официальном сайте КСП Москвы.

11.3. Контроль исполнения требований настоящей Политики осуществляется лицом, ответственным за организацию обработки персональных данных в КСП Москвы.

11.4. Ответственность работников КСП Москвы, осуществляющих обработку персональных данных и имеющих право доступа к ним,  
за невыполнение требований норм, регулирующих обработку и защиту ПДн, определяется в соответствии с законодательством Российской Федерации  
и локальными нормативными правовыми актами КСП Москвы.